
Политика
в отношенип обработки и защиты персональньж данных

собствепников и пользовате.llей помещенrlй
в многокВартирньш домах управляIоЩеЙ организации

ООО (CIVfY Ремстроймонтаж)> и ее сотрудников

1.общие положения

1,1, Настоящая Политика разработана в соответствии с Конституцией Российской
Федерации, Федера-ltьЕым зtжоном от 27.01.2006 г. Ns 149-ФЗ <Об информации,
информаЦионньD( технологиях и о заците инфорпtации>>, Федералъным зiшоном от
27,07,2006 г. Ns 152-ФЗ кО персональных дtlнных)), кПоложением об особенностях
обработки персоFIt}льньIх дашIьIх, (Об утверяцении требований к заrrlите персональньD(
дitнньЖ IIрИ иХ обработке В информаЦионньD( системtж персоIIЕIльньIх данньDо),
УТВеРЖДеННЬIХ ПОСТаНОВЛеНИеМ ПРаВИТельства Российской Федерации от 01.11.2012г. Ns
1119, И ИНЫМИ НОРМаТИВНЫМИ UЖТZtП{И В ОбЛаСтрl защиты персонЕrльных дtlнньж,
действующими на территории Российской Федерации.

1.2. основные понятиrI, используемые в Политике:
- УправЛяющаЯ компания ооО (СМУ Ремстроймонтаж)), упрЕlвJIяющее
многоквартирными домitми на основании договоров управления многоквартирными
домал.Iи, заклrочённьж с кJIиентом;
- КлиенТ - собствеНнйк помеЩения В многокваРтирноN{ доме, жилогО дома, а 

'акже 
лицо,

пользуIоЩееся на иноМ законноМ основаниИ помеIцепИем В многоквартирном доме,
потребляющее коммунitльные услуги;
- УслугИ управJIяюЩей компаНии - действия управJIяющей компании по оказанию услуг и
выполЕению работ по упрilвлению, по надлежатIIеNIу содержанию и ремонry общего
имущества в многоквартирном доме И пользующимся помещениями в этом доме лицап{,
осуществлениё иной направленной на достижение целей упр{lвления многоквартирным
домом деятельности;
- Сотрудник - физическье дицо, состоящее (состоявшее) в трудовьж отношениях с
управляющей оргаrrrrзацией ;

- Оrrератор ук -- муниципztJIьное унитарное предприяТ}Iе <Расчетно-кассовое бюро ЗГо)(кI\,IУП ркБ ЗГОD) И ооО кБиллинговыЙ ценч) rrачислений> (ооО оВЦН,r1,
осуществЛяющие сбор, хранение, обработкУ II уничтожение обрабатьтвающее
персонirльньD( дчшнЬLх Клиентов по договору с Управляlощей компанией.
- ПерсональЕые д€lнные - информация, сохраненная в лrобом формате относящаJIся к
определенному или опредеJuIемому на оснOвании Takoi.i информации физическому лицу
(субъектУ персонаJIЬных данньrх), KoTopuUI сап4а по себе или в сочетании с другой



информацией, имеющейся в распоряжении управляющей компчlнии, позвоJuIет
идентифицировать личность Кlплента и Сотрудника; .],:

- Обработка персональньD( данньD( - действия (операции) с персонtlльными дtlнными,
вкJIюча;I сбор, систематизацию, нtжопление, хрilнение, )лочнение (обновление, изменение),
использов€tIIие, распростраЕение (в том числе передачу), обезличивание, блокировшrие,

уничтожение персональньD( дtшньD(;
- Распрострtlнение персонttльньD( даIIньD( действия, нtшрtlвленные на передачу
персональньD( дtlнньD( определенному кругу лиц (передача персон€}льньIх дшrньж) или на
ознакомление с персональными дtlнными неограIrиченЕого круга лиц, в том tIисле

обнародовtlние персональных даяньIх в средствах массовой информации, размdщение в
информационно-телекоммуЕикационньD( сетях или предоставление доступа к
персональным дtшным каким-либо иным способом;
- Использовiшие персонitльньD( данньD( - действия (операции) с персональными данными,
совершаемые оператороI\{ в целях приIIJ{тия решений или совершения иньD( действий,
порождаIощих юридические последствия в отношении субъекта IIерсонIшьньD( дtшньж }lJrи

других лиц либо иным образом затрагивtlющпх прiша и свободы субъекта персонЕrльньш

дчtнньIх или других лиц;
- Конфиденциttльность персонt}льньD( дtlнньтх - обязательное для соб.тподения

Управляющей организацией и Оператором УК или иным получившим достуII к
персонaльным данным лицом требовшlие не допускать их распрострttнение без согласия
субъекта персональньIх данньIх иJм IIzlличия иного зzжонного основания.

1.3. Настоящая Политика устанавливает порядок обработки персонulльньж данньD(
Сотрудников и Клиентов, для KoTopbD( Управляющzrя компания осуществJIяет весь спекц)

услуг по договору управления.

1.4. Настоящая Политика обязательна к испоJIнению всеми сотрудникilп{и Управляющей
компании, сотрудниками Оператора УК, описывает основные цели, принципы обработки и
требования к безопасности персональньD( данньIх в Управляющей компшrии.

1.5. Настоящая Политика разработана с целью затrIиты прав и свобод человека и граждaнина
при обработке его персональньD( данньrх.

1.б. ПерсоЕальные данные обрабатывulются в цеJuIх исполнения трудовьIх договоров с
Сотрулникап{и и договоров по управлению многоквартирными домtlшlи, одной из сторон
которого явJIяется Клиент. УправляющtUI компания собирает данные только в объеме,
необходrмом iдля достижения укtrttlнной в пункте 2.2.настоящей Политики цели.

1.7. Обеспечение безопаiности и конфиденциальности персонt}льньD( данньD( явJIяется
одним из приоритетньD( направлений в деятельности Управляющей компании.

2.Принципы и цели обработки. Состав персональньD( дtlнньIх

2.|. Обработка персоЕ€IльIIьIх данньu< Управляющей компанией и Оператором УК
осуществJIяется на основе IIринципов:



прtlвовьD( €ктов, соответствия цеJIям, заранее определенным и зtlявленным при сборе
ПеРСОНаЛЬНЬD(ДаННЬD(] :

объем и содержzlние обрабатываемьIх персонЕIльньD( данIIьпr субъектов, способы
обработки персонirпьньD( данньD( соответствуют требованиям федерального
законодательства, а также другим нормативным aKTaN,I и цеJIям обработки персоЕальньD(

дЕlнньD(. Не допускается обработка персональньIх данньD(, избыто.шtьD( по отношению к
цеJIям, зtUIвленным при сборе персон€rпьньтх дЕlнньD(;

- персональные данные Управляющiш компания и Оператор УК поJrучает только у саNrого
Работника и Клиента;

- при обработке персонarльньD( данньD( обеспечивается тотшость персонurльньD( дilнньD(, их
достаточность, а в необходимьIх сJIучzuгх tжтуЕrльность по отношению к цеJIям обработки
персонtшьньD( дЕIIIньD(.

Управляющей компанией и Оператором УК принимrlются необход,Iмые меры по

уничтожению (удалению) либо угочнению неполньD( или нетотшьD( дzlнньD(.

2.2. Обработка персонЕlльньD( д.lнньD(
Управляющей компшrией и Оператором
цраждЕlнско-правовьIх отношений при
хозяйственной деятельности.

субъектов персонirльньD( дtlнньD( проводится
УК с целью исполнения договорньD( и иньD(

осуществлении Управляющей компанией

2.3. Управляющей компанией и Оператором УК обрабатыв.lются следующие категории
персонапьньD( дЕIIIньD( :

- анкетные данные (фамилия, имя, отчество, число, месяц, год рождения и др.);
_ паспортные дtlнные;
- адрес регистрации;
- адрес места жительства;
- семейное положение;
- статус ч,лена семьи;
- нtlличие льгот и преимуществ дIя начисления и внесеЕия платы за содерхание жилого
помещения и коммунtlпьные услуги;
- сведения о регистрации права собственности в Едином государственном реестра прав на
недвижимое имущество (ином уполномоченном органе), а равно о иньIх прtlвах на
пользовЕlние помещеЕием, в том tмсле о его площади, количестве проживilющих,
зарегистрировtlIIньD( и временно пребьшающих;
- рi}змер платы за содержание жилого помещенияи коммун€rльные услуг}r (в т.ч. и ршмер
задолженности);
- иные персональные дalнные необходимые дIя испоJIнеЕиr{ договоров.

3.Условия обработки

З.1. Порядок работы с персонirльными дaнными Сотрудников и Клиентов в Управллощей
компании и у Оператора УК реглtlп,tентировzlн деЙствующим законодатольством
Российской Федерации, вн)цренними докуN{ентulми Управляющей компании и
осуществJuIется с соблюдением строго определенньD( правил и условий.

З.2. Обработка персональньD( данньтх в Управшшощей компtшии и у Оператора УК
осуществJIяется путем сбора, систематизации, накопlrения, хранения, угочнения
(обновления, изменения), использования, передачи (предоставления, доступа),



обезли,пrВаЕия, блокированиlI, )1ничтожения персональньD( данньD( искJIюIIительно дJUI
обеспечеНия собrпоДения федеральногО зЕконодаТельства и иньIх нормативньпг'правовьпс
zlKToB, соответствпя цеJUIм, заранее определенЕым и зzuIвленным при сборе персонitльньIХ
дtlнЕьIх, учета результатоВ выполнениЯ договорньIХ и иньD( гражданско-пр:lвовьrх
обязательств с субъектом rrерсональньD( дtlнньD(. При этом используется смешанньй
(автоматизированный и неilвтоматизировiшньй) способ обработки персонurльньD( данньD(.

з.з. Согласие на обработку персонilльньIх дiшньтх не требуется, поскольку обработка
персонitлЬIIьD( данньD( осущеСтвJIяется в цеJIях исполнения договоров, одной из сторон
которого явJUIется субъект персональньD( дtшньrх Сотрудник иJIи Клиент. Передача
персонЕIльIIьD( дrlнньD( третьим лиц€lNI осуществJIяется только в соответствии с
действующим законодательством, в том tмсле с использованием заrцищенньIх
телекоммуникациоЕньD( каналов связи.

з.4. Управляющtш компания не осуществJIяет трtlнсгрtlничную передачу персонtшьных
данньIх Клиентов.

3.5. СрокИ xptlнeниrl документов, содержатциХ персоIltlпьные данные субъектов,
опредеJUIются В соответстВии со сроком действия договора с субъектом персонtlльньD(
данньDL Федеральным зЕжоном РФ кОб архивном деле в Российской Федерации) Ns 125-
ФЗ оТ 22.10.2004 г., срокоМ исковоЙ давности, а также иными требовштиями
зiжонодательства РФ. По истечении сроков храIIеЕия таких документов они подJIежат
уЕичтожению.

3.6. С цеЛью ЗаТТIИТЫ персоналЬньIх данньD( при их обработке в информационньD( системzlх
ПePcoHaJIьIlbD( ДzlшIых от неправомерного или слуrайного доступа к ним, )дIичтожения,
изменения, блокирования, копировzlния, предоставления, распространения, а также от
иньD( неправомерньrХ действиЙ с нимИ УправллОщей компанией и Оператором УК
применяются организационные и технические меры.

З-7. Генеральньй директор Управляющей комп.шIии и J{иректора Операторов ук
утверждают перечень сотрудников Управ.тlяющей компании и Оператора Ук, имеющих
доступ к персонч}льным данным Сотрулников и Клиентов.

3.8. ПерсОнttльные данные на бупrажНьD( носитеJIях храЕятся в сJryжебньrх помещениях
УправляЮщей компШlии И у ОператОра УК в условиях, искJIючающих озЕакомление лиц,
не имеющих дriпуска к работе с персон:rльными дaнными Соцрулников и Клиентов. Выrrос
персоЕi}льньD( данньD( за пределы служебньтх помещений, а равно их передача третьим
лицttп,I запрещена.

3.9. Персональные данные Сотрудников и Клиентов хрtlнятся в электронном виде в
лока-тrьной компьIотерной сетИ УправляЮщей компанйи и у Оператора УК, в элекц)онЕьD(
папкi}х и файлах в персоЕапьньIх компьютерzж сотрудников, допущенньтх к обработке
пepcoEirjlbнbD( даннЬD( СотрудНиков и КлиентоВ и защищенньD( иIIдивидуаJIьным паролем.
передача, а равно рЕIзглаrтrение пароJIя доступа к персонaльному компьютеру сотрудIика
упрtlвJIяющей компании но допускается.



4. Основные мероприятия по обеспечению безопасности
обработки персоIlЕtльньD( дtlнньD(

4.1 . УправJIяющtu{ компtlниrl и Оператор УК обязшrы при обработке персонI}льIIьD( данньD(
Сотрудников и Клиентов принимать необходлмые организационные и технические меры
для заrцитыперсональньж дtlнньIх от несЕlнкционированного или случайного дост)дIак ним,
униtпожения, изменения, блокироваrrия, копиров€lния, распространения персональньж
дtlнньD(, а также от иньD( непрtшомерньIх действий

4.2. Щля эффективнgfi запIиты персонrLпьньD( дttнньIх Клиентов необходимо :

4.2.1. соб.шодать порядок полrIения, )лета и хранения персон{rпьньD( дtlнньж Сотрудников
и Клиентов;
4.2.2. применять техниtIеские средства охраны, сигнЕIлизации;
4.2.З. зilкJIючить со всеми сотрудникЕlп{и, связаЕными с поJгrIением, обработкой и заrцитой
персонt}пьньD( данньD( Сотрудников и Клиента, Соглаrпение о неразглашении
персонutльньD( дЕlнньD( Клиента;
4.2.4. привлокать к дисциплинарной ответственности сотрудников, виновIIьD( в нарушении
норм, реryлирующих полrIение, обработку и зtuциту персончrльньD( данньD( Сотрудников
и Клиентов.

4.3.,Щопуск к персон€lльным данным Сотрулников и Клиентов сотрудников Управляющей
компании и Оператора УК, не имеющих fiадлежащим образом оформленного доступа,
запрещается.

4.4. ,Щокупленты, содержаrцие персональные да}Iные Сотрулников и КлиеЕтов, хрtlнятся в
помещениях Управляющей компzlнии и Оператора УК, обеспечивtлющих защиту от
несаЕкционированного доступа.

4.5. Защита доступа к электронным базам дtlнньIх, содержащим персонtlльные данные
Сотрудников и Клиентов, обеспечивается:
- использов€lнием лицензионньD( прогрilпdмньD( продуктов, предотврятrIающих
несtlнкционировшrньй доступ третьих лиц к персонt}льным дzlнньпл Сотрулников и
Клиентов;
- системоЙ паролеЙ. Пароли устЕшавливаются системным администратором и сообщшотся
индивидуЕшьно сотрудЕикап4, имеющим доступ к персонЕrльным данным Сотрудников и
Клиентов.

4.6. Копировать и делать выписки персонtlльньD( дtlнньuс Сотрулников и Клиентов
разрешается искJIючительно в служебньrх цеJIях.

5.Порядок предостЕIвJIеIIия информации, содержащей персонч}льные дtlнные

5.1. При обращении субъекта персонilльньD( дtlнньD( (владельца этих дtlнньIх иJIи его
зtlконного предстtlвителrя) или поJIучении зtшроса Управляющtul компания безвозмездно
предостtlвJIяет в течение 30 дней с даты поJryчениrI зчшроса или обратцения персонЕlльные
Данные, относящиеся к субъекту персонЕtльньIх дtшIньIх, в доступной форме, иск.тпочающей
проДостzlвлеЕие персонzrльных дtlнньD(, относящихся к другим субъекталл персон€lльньD(
данньIх.



5.2. Сторонние организации имеют прtlво доступа к персоIIirльным дiшным,субъектов
персональньD( дiшньD( только, если они наделены необходимыми полномочиями в
соответствии с законодательством Российской Федерации, либо на основании договоров с
Управляющей компшrией, зЕIкJIюченньD( в связи с требоваrrиями зiжонодательства
Российской Федерации.

Основанием дJIя сотрудника Управляющей компаrrии в цеJIях rrредоставления информации
о персональньD( данньD( субъектов спужит резолюция генерЕrльного директора организации
на соответствующем запросе либо факт подписания соглаrпенIш (договора) об
информационном обмене.

В соглашение (договор) об информационном обмене вкJIючается условие о неразглaшении
сведениЙ, составJulющих персонапьные даIIЕые субъектов, а тtжже сrryжебноЙ
информации, ставшеЙ известноЙ в ходе вьшолнения работ, если дJIя их вьшолнения
предусмотрено использование таких сведений.

5.3. При передаче персонztпьньIх дzlнньD( субъектов Управляющая компЕlния и Оператор
УК и уполномоченные ими должностные лица соб.тподают следующие требовшлия:

- не сообщают персональные данные третьеЙ стороне без письменного согласия субъекта,
за искJIючением сJцлаев, когда это необходимо в цеJIях предупреждениrI угрозы жизЕи и
зДоровью субъекта, а также в сл)лtшх, установленньrх федеральным зчжонодательством;

- предупреждЕlют лиц, поJIrIающих персональЕые данные, о том, что эти данные могут
быть использованы только в цеJIях, дJIя KoTopbD( они сообщены, и требуют от этих JIиц
поДтверждения соблюдения этого условия, за искJIючением сJIrIаев, установленньIх
федеральным зtжонодательством ;

не отвечtlют на вопросы, связанные с предоставлением персонttльной информации,
любьпл третьим лицаN{ без законньD( основitний (письменного запроса);

- ведут r{ет передачи персональньD( дttЕньD( субъектов по поступившим в Компанию
зtlпросtlп{ субъектов.

6.Обязанности управJIяющей компании

6. 1. Управjlяющtш компания обязана:

б.1.1. Осуществлять обработку персонtlльньD( данньD( Сотрудников и Клиентов
искJIючительно в цеJIях окtвulния законньD( услуг Сотрудникаlrл и КлиентчlN,I.

6.1.2. Полуrать персонаrrЬпые данные Сотрудника и Клиента непосредственIlо у него
сtl}lого. Если персонtlльные данные Сотрулника и Клиента возможIrо поJIyIить только у
ТРетьеЙ стороны, то Сотрулник или Клиент должен быть уведомлен об этом заранее и от
НеГО ДолЖно быть получено письменное согласие. Сотрулники Управпяющей компttнии
ДОЛЖНЫ СОобщить своим Сотрулникалл и Клиентап{ о цеJIях предполzгаемьж источникitх и
СпОсобах полr{ения персонапьньD( дtшIньD(, а также о характере подIежатцих поJгrIению
персональIIьD( данньD( и последствил( отказа кJIиента дать письменное согласие на их
поJIrIение.



6.1.3. Не поrrучать и не обрабатывать персонtlльные данные Сотрулников и Клиентов о его

расовой, национшrьной принадлежности, rrолитическLD( взгJuIдu}х, религиозньD( или
философских убеждениях, состоянии здоровья, интимной жизни, за искJIючением сл)дIаев,

предусмотренЕьIх законом.

6.|.4. ПредоставJIять достуrr к своим персонtшьным данным Сотрулникаrrц и Клиента]чI иJIи

их зiжонным предстtlвитеJu{м при обрачении либо при полуIении зtшроса, содержащего
номер основного документ4 удостоверяющего личность Сотрулника или Кrпrента или их
законньD( предстztвителей, сведения о дате выдачи укзвЕlнного документа и вьцавшем его
органе и собственноручную подпись Сотрудника иJIи Клиента или их закоЕIIьD(

предстtlвителей. Запрос может бьrгь направлен в элекцrонной форме и подписЕlн

электронной цифровой подrrисью в соответствии с законодательством Российской
Федерации. Сведения о нi}личии персональньD( дzшньD( должны бьrгь предостitвлены
Сотрулнику или Клиенту в достуIIной форме и в них не должны содержаться персонtlльные

данЕые, относящиеся к другим субъекташr персонitльньD( дzl}IньD(.

6.1.5. Ограничлtть пр€lво Сотрудников и К.ш,rентов на доступ к своим персонaльным
дtlнным, если предоставление персонЕrльньD( данньD( нарушает конституционные права и
свободы других лиц.

6.1.6. Обеспечить хранение и запц,Iту персональньD( данных Сотрудников и Клиентов от
непрtlвомерного их использования или утраты.

6.1.7. В слуlае выявлеIIия Еедостоверньж персонttльньD( дiuIньD( или неправомерЕьIх

деЙствиЙ с ними оператора при обращении или по запросу субъекта персональЕьIх дzlнЕьD(
или его зulконного представителя либо уполномоченного органа по заrците прав субъектов
порсональЕьD( данньD( оператор обяза.п осуществить блокирование персонttльньD( данньDь
относящихся к соответствующему субъекту персонzlльньтх д:lнньD(, с момента такого
обращения или полrIения такого зtlпроса на период проверки.

6.1.8. В слуrае подтверждения факта недостоверности персонttпьньD( дzшlньD( оператор на
основtlнии документов, представленньIх субъектом персонtlльньD( данньD( у|JIи его
зtжонным предстzlвителем либо уполномоченным оргzlном по защите прав субъектов
персонапьньD( дtlнньD(, или иньD( необходимьD( докр{ентов обязаrr угочIrить персонttльные

данные и снять их блокирование.

6.1.9. В случаё вьuIвления непрtlвомерньтх действий с персональными данными оператор в
срок, tle превышающий трех рабочих дней с даты такого выявления, обязан устрtlнить
допущенные Еарушения. В слуrае невозможности устранения допущеIIЕьтх нарушений
оператор в срок, не превышаrощий трех рабо.пrх дней с даты выявления непрtшомерIrости
деЙствиЙ с персонttльными данными, обязшr уничтожитъ персонЕtльные данные. Об

устранении допущенньIх нарушений или об уничтожении персональньD( дztнньD( оператор
обязан редомить субъекта персонurльньD( дчlнньD( или его законного представитеJIя, а в
cJýлae, если обраrцение или зtшрос бьши fitшрtlвлены уполномоченным оргшIом по защите
прав субъектов персонЕlльньD( данньD(, тtжже указанный оргtlн.

6.1.10. В слуrае достижония цели обработки персонЕlльньD( дtlнньж оператор обязшr
незапdедлительно прекратить обработку персонzlльньD( данньD( и уничтожить



соответствующие персональЕые данные в срок, не превышающий трех рабочих дIей с даты
достижения цели обработки персональньD( дчtнIlьDq если иное Ее пре.т{усмотрено
федера-тlьными зzжон€lпdи, и уведомить об этом субъекта персонЕrльIIьIх дlшIньD( или его
зuжонного представитеJuI, а в сJцлае, если обращение или з€lпрос бьши нiшравлены
уполномоченныМ органоМ по защите праВ субъектов персон€}льньIх дilIньD(, тilкже
указаrrньй орган.

7.Права Сотрудников и Клиентов

7.1. Сотрудники и Клиенты имеет право на:
- доступ к информации о самом себе, в том tIисле содержацей информацию подтвершдения
факта обработкИ персон€rлЬньD( д.lнIlЬD(, а также цель такой обработки; способы обработки
персоналЬньD( даннЬD(, примеЕяемые уIIравrrяюЩей компанией; сведения о лицtlх, которые
имеюТ доступ к персоЕztльЕым дiшным или которым может быть предоставлен такой
доступ; перечень обрабатываемьIх персональньIх дttнньD( и источник их пол}цения, сроки
обработки персонirпьIIьD( данньIх, в тоМ тIисле сроки их хрilIения; сведения о том, какие
юридические последствиЯ дJUI Клиента может повлечь за собой обработка его
персональIIьD( дiш{ньD( ;

- определение форМ и способов обработки его персонtlльньD( дЕlнньD(;
- огрЕlничение способов и форм обработки персонЕlльных данIIьD(;

- запрет на распространение персональньD( данньIх без его согласия;
- изменение, )дочнение, )rничтожение информации о carr,roM себе;
- обжаловtшие неправомерньш действий или бездействий по обработке персонtlльньD(

данньIх и соответствующую компенсацию в судебном порядке;
- иные права предусмотренные Законом.

8.Конфиденциttльность персонIшьIIьD( дfiIньD( Сотрудников и Клиентов

8.1. Сведения о персональньD( дutнньж Сотрудников и Клиентов, явJIяются
конфиденциальными.

8-2. Управляющая комrrания и Оператор ук обеспечивает конфиденциutльность
IlepcoнaJibнbD( дulннЬD( и обязаны не допускать их распрострt}нения третьим лицом без
согласия Сотрудников и Клиентов либо налиIIиJI иного зrжонного основания.

8.3. Лицц имеющие достул к персон;rльным данным Сотрулников и Клиентов, обязаны
собrподать режим конфиденцичtльности, они должны быть предупрешдены о
необходимости соблюдеЕиr{ режима секретности. В связи с режимом конфиденциtlльности
информации персоцtlльного харiжтера должЕы предусматриваться соответствующие меры
безопаснОсти длЯ заIцитЫ дilнныХ от слуrайНого илИ несанкциОнированнОго уничтожения,оТ с,тгrrайной )цраты, от несtlнкционированного доступа к ним, изменениrI иilп
распрострilнения.

8,4, Все меры конфиденциальЕости при сборе, обработке и хрtlнении персонrrльных дalнIIьD(
СотрудниКов и КлиеНтов распрОстрilняютСя на все носители информац"", ** на бумажные,
так и на автоматизироваIIные.



8.5. Режим конфиденциrLльности персоналЬньD( дtlнньD( снимается в сл}цае обеЕJrичиваrrия
или вкJIючеЕия их в общедостушrые источники персональIlьD( дЕIIIньD(, есJIи иное не
определено зtжоном.

9.ответстВенЕостЬ за нарушение требоВаIrий, реryлирующих поJIучение, обработку и
храЕеЕие персональньD( даЕньD(.

9.1. .ЩолrшrосТные лица УпраэrrяЮщей комПчшIии И Оператора УК, обрабатьтв{lющие
персонttJIьЕые данные, несут ответственность в соответствии с действующим
зЕжонодаТельствоМ РоссийскОй ФедераЦии за Еарушение режима заrциты, обработки и
порядка испоJьзования этой информации.

9.2. Лица, виновные в нарушении Еорм, реryлирующих полrIение, обработку и защиту
персоналЬньD( дitннЬIх, несуТ дисципJIинарную, гражданско-прtlвовую, адdинистративIIую
иJIи уголовную ответственность в соответствии с действующим зtжонодательством
Российской Федерации.

1 0. ЗаклочительIlые положениrI

10.1. Настоящая Политика вступает в силу с момента ее утверждения генерЕlльным
дироктором Управляющей компшrии.

10.2. НасТоящее Политика подлежит коррекгировке в слуIае изменеIIия зtlконодательства
РоссийскОй Федерации, реryлирующих органов в области зtшциты персональньIх дЕ1IIньDь
внуц)енних документов Управляющей компztнии в области защиты конфиленшиальной
информаЦии. При внесении изменений в зzголовке Политики укЕrзывается номер версии и
дата последнего обновления редакции. Новая редtжция Политики вступает в силу с
момента ее уtверждения геЕеральным директором Упразллощей компании и рапмещения
на сайте Управл.шощей компании.

10.3. В случае измеЕениrI законодательства Российской Федерации в области зtшциты
персоЕtlльньD( данньD(, Еормы Политики, противореqаrци€ зtlконодательству, не
применяются до приведения их в соответствие.

10.4. .Щействующая редtжция Политики хранится по адресу: г. Златоуст,
пр.им. Ю.А. Гагhрина, 3 -й микрорайон, д.42 А, каб. 3 09.


